**A Hybrid Drift-based LSTM model integrated with a hybrid RIS to predict the attack on the 6G network for V2X communication**

**1. Introduction**

Along with the huge advancements in technologies like smartphones, pervasive computing, and mobile communication, the smart transportation system has also achieved great advancements. Vehicle-to-everything (V2X) communication is the crucial part of these smart transportation systems, as it is necessary for the vehicle to make correct decisions for its movement and to ensure road safety in urban areas [7]. V2X communication is the interconnected network of millions of vehicles, sensors, and the infrastructure, and it is an important aspect for the development of the Autonomous Vehicle (AVs) [9]. The V2X system not only facilitates the exchange of information between vehicles, infrastructure, and other roadside units but also achieves accurate positioning of vehicles. Therefore, there is a high demand for a fast, continuous, and secure network for communication. To overcome this demand, the focus was shifted to the 6th-Generation (6G) network as it is more reliable than the existing networks; also, it helps in connecting several devices without lagging in connectivity to make continuous communication [10]. Unmanned Aerial Vehicle (UAV) communication and Reconfigurable Intelligent Surfaces (RISs) are necessary for enhancing the 6G network.

The places with high network tools are suitable for applying the UAVs to ensure that there is no pressure on the global networks due to the Wide Area Network (WAN) [11].One of the revolutionary technologies is the Reconfigurable Intelligent Surfaces (RIS) introduced for enhancing the multi-connective ability of the 6G network, as it can improve the quality of the signals, and it can be used for less energy consumption [16] Along with the development of 6G network RIS has become the important technology for the communication which has several cost efficient meta surface elements for shifting the signals for every units and it can also be easily integrated to avoid low performance [1].RIS can also be used for enhancing the security of the details shared through the network by increasing the quality of the signal to the receiver side and destroying it to the attacker side, as the security of the information transmitted through the interconnected network is becoming questionable due to attacks and illegal access [17] [12]. There are several methods introduced for enhancing the vehicular communication network safety by integrating the UAV and RIS technologies into the 6G network.

Though the RIS and UAV technologies integrated 6G network is more reliable than the existing networks, it faces several cybersecurity issues, like data breaches, eavesdropping, which cause a threat to the intelligent transportation system and V2X communication [18] [13]. Protecting the privacy of vehicle owners as well as the data during communication is very important therefore, if no privacy protections are implemented on top of authenticated communications, vehicles can be tracked remotely, and information about drivers and their personal behaviour can be inferred by authorities, infrastructure operators, and adversaries [14]. Some of the existing solutions based on AI technology require multi-sensor fusion for enhancing the communication, and some were not modelled to be adaptable to all the real-world situations. Certain UAV-assisted solutions are limited by the delay ratio, which was not satisfactory, and the DRL-based V2V communication requires a lot of computation time. To improve the capacity of the UAV and RIS-integrated 6G network [15] for fast, secure, and reliable communication, robust security solutions need to be implemented. To enhance intelligent learning and to make flexible decisions for the vehicle, there is a need for new solutions in the future.

**2. Literature review**

Long, X., *et al.* [1] developed a deep learning model for locating the vehicle for accurate communication by integrating the RIS mechanism, and a flexible deep deterministic policy gradient (FL-DDPG) algorithm was used as a solution to the optimization issue. The accuracy of locating the vehicle increased by 89% using this algorithm, which was found during the performance evaluation, and the developed model also performed better than various existing models. The suggested algorithm was not applied to the real hardware device, and a mechanism to identify the errors was not added.

Gharsallah, G. and Kaddoum, G., [2] introduced an Artificial Intelligence-based technique to improve the V2X communication by incorporating the LiDAR and wireless data, and also by iterating the simulation tools like the CARLA as well as the Sionna. By combining these mechanisms in a single approach, the introduced model performed better than the other existing models in terms of accuracy, efficiency, and analysis performed based on various scenarios, but it couldn’t predict the joint V2X, as it requires the fusion of multiple sensors.

Bashir, E., *et al.* [3] presented a method integrated with the double reconfigurable intelligent surfaces (RIS)for secure vehicle-to-Everything (V2X) communication, along with the integration of the improved gray wolf optimizer (IGWO) for enhancing the performance of the model. The introduced method outperformed various existing methods by gaining a greater accuracy rate and strength; however, the model was trained only with small inputs, and the model was not adaptable to various real-world updates.

Eskandari, M., *et al.* [4] provided an energy-efficient system for secure communication among the autonomous vehicles by utilizing the multi-output (MIMO) and the antennas of the communication station into the communication 6G network with the integration of reconfigurable intelligent surface (RIS). According to the experimental results, the introduced method achieved an accuracy of 0.2 meters; however, factors like environment and hardware can affect the resolving power.

Al-Rahamneh, A., *et al.* [5] introduced a method for communication among vehicles, specifically the bike, by combining the smart city to improve road transport in the city areas. The model was simulated with the complete 3D method, and certain technologies were used to improve its interaction ability; also, its performance was analysed with various performance metrics. The model's performance was better in various use case scenarios, but the method faces several technological as well as infrastructural challenges due to the deficiency of infrastructure and the fragmentation of the data.

Abou Houran, M., *et al.* [6] introduced a SISO system that was merged with several IRS for radio access networks (RAN) communication, which is based on the V2X. Clustering was used for combining the IRS into groups, and the Viterbi algorithm was used for determining the best IRS among the clusters. The model achieved great performance by increasing the transmitting strength during the validation, yet the model was not evaluated with large users and complex scenarios.

Mao, Y., *et al*. [7] developed a technique for maintaining the V2X communication, allocating and planning the requirements by integrating the RIS and UAV system. A distributed optimization algorithm was used to improve the overall performance of the introduced solution. The model was evaluated with several parameters to validate its capabilities, and the results showed that there was a reduction in the communication delay, but it did not focus on balancing the delay and the capacity of the system by dynamic alterations of the parameters.

Tang, H., *et al.* [8] presented a method using the graph neural network (GNN) for maintaining the continuous connection in the V2X communication network by integrating the RIS. The GNN model was used with adapters for maintaining the complex nature of the system to identify the coupling between the functioning of the vehicles, control stations, as well as several nodes. A SAC agent was used, and experiments were conducted using the real-time data, which showed that the introduced system performed better than existing techniques in terms of its continuous network connectivity during the communication; however, managing the complex communication and the requirements for the communication was challenging for the system.

**3. Challenges**

* The algorithm [1] needs further validation by applying it to the real hardware devices, and feedback options need to be included
* The resource requirements for the implementation of the introduced model [3]caused various challenges during the real-world deployment of the system due to its complex nature and the line-of-sight (LOS) conditions held for only a few times.
* The factors like environment, hardware, and the shifting of the RIS step could affect the robustness, reliability, as well as performance of the introduced method [4] in messy urban areas.
* [5] There were no completely developed platforms and tools for observing the effects and usage of the introduced solution among the citizens.

**4. Proposed Methodology**

To enhance the network safety in the 6G network integrated with the UAV and RIS technologies, the proposed solution introduces the Hybrid Drift-based Federated LSTM model for the accurate classification of the attacker and the normal. The 6G-based V2X is simulated using the Simulation of Urban Mobility (SUMO), and during the simulation, attacks like DDOS and Sybil will be simulated in the 6G network; also, the hybrid RIS will be integrated to improve the signal strength and coverage. A request will be made by the vehicles to the network for accessing the data transmitted through the network, and when the request is granted, the data will be accessed from the base station. The data stored in the base station will be given to the next step for authentication and validation, and after the validation, it will be fed into the Hybrid Drift-based Federated LSTM model for training. Border collie dog and Walrus optimization algorithms will be used to perform the optimization, as the combination of these algorithms will improve the classification accuracy and enhance the model’s performance. The trained model will be tested with the test data to ensure its accurate prediction in terms of accuracy, specificity, sensitivity, delay, throughput, and theoretical statistics, along with channel capacity and outage probability. After this, the model will be used for predicting the attacks, and the results will be updated to the Roadside Unit (RSU) through the base station. The implementation of the proposed model will be carried out in PYTHON. Moreover, the analysis will be done by considering normal and attack scenario. The systematic representation of the proposed model is illustrated in Figure 1.
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**Figure 1.** Structure of the proposed model

**5. Objectives**

* To develop an RIS-integrated 6G-based simulation data for detecting the attacks caused to the data transmitted during the V2X communication
* To access the data from the network and store it in the base station to perform authentication and validation on the data.
* To develop an efficient Hybrid Drift-based Federated LSTM model, integrate with optimization techniques for detecting attacks and update the information to RSU.
* To check the performance of the developed model in terms of accuracy, specificity, sensitivity, delay, throughput, and perform theoretical statistics.
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